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Abstract of the contribution: This document proposes to define how to manage the PFDs in SMF and UPF by AF.
1 Discussion

It has defined that the Policy Framework shall be able to manage the PFDs in the SMF by the 3rd party via the NEF, and the PFDs are stored in the UDR. This contribution proposes to define the detailed procedures.
2
Proposal

The following changes are proposed to TS23.502.
******************* Start of Changes ************************
4.X
Procedures for Management of PFDs
4.x.1
PFD management via NEF
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Figure 4.x.1-2 procedure for PFD management via NEF
1.
The NEF receives a PFD Management Request (Requester Identifier, SP Reference ID, External Application Identifier and one or more sets of PFDs and PFD operation, Allow Delay) message. PFD operation indicates that the PFD is to be created, updated or removed in the operator's network. The Allowed Delay is an optional parameter. If the Allowed Delay is included, it indicates that the list of PFDs in this request should be deployed within the time interval indicated by the Allowed Delay.

2.
NEF checks whether the Application is authorized to perform this request based on the operator policies.

3.
The NEF invokes the Nudr_UnifiedDataManagement_Update (Application Identifier, one or more sets of PFDs, and PFD operation, Allowed Delay) to the UDR.

4.
The UDR updates the list of PFDs for the Application Identifier.

5.
The UDR sends a Nudr_UnifiedDataManagement_Update Response to the NEF.

6.
The NEF sends a PFD Management Response message to the Application.
4.x.2
PFD management in the SMF

4.x.2.1
PFD Retrieval by the SMF
This procedure enables the SMF to retrieve PFDs for an Application Identifier from the UDR via NEF when a PCC rule with this Application Identifier is provided/activated and PFDs are not available at the SMF.
In addition, this procedure enables the SMF to retrieve PFDs from the UDR when the caching timer for an Application Identifier elapses and a PCC Rule for this Application Identifier is still active.
The SMF may retrieve PFDs for one or more Application Identifiers in the same Request. All PFDs related to an Application Identifier are provided in the response from the UDR via NEF.
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Figure 4.x.2.1-1 PFD Retrieval by the SMF
1.
SMF invokes the Nnef_PFDManagement_Fetch (Application Identifier (s)) to the NEF.
2.
NEF checks if the PFDs for the Application ID are available in the NEF, if available, the NEF skips to step 4. If not, the NEF invokes Nudr_Unified_DataManagement_Query (Application Identifier (s)).
3.
The UDR responses the Nudr_UnifiedDataManagement_Query response (Application Identifier(s), PFD(s)) to the NEF.
4.
The NEF responses to the SMF with Nnef_PFDManagement_Fetch (Application Identifier(s), PFD(s)).
4.x.2.2
Management of PFDs in the SMF
This procedure enables the provisioning, modification or removal of PFDs associated with an application identifier in the SMF. Either the complete list of all PFDs of all application identifiers, the complete list of all PFDs of one or more application identifiers or a subset of PFDs for individual application identifiers may be managed.
Each PFD of an application identifier is associated with a PFD id in case a subset of the PFD(s) associated with an application identifier can be provisioned, updated or removed. In case always the full set of PFD(s) for an application identifier is managed in each transaction, PFD ids do not need to be provided.
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Figure 4.x.2.2-1 Management of PFDs in the SMF
1. Procedures in clause 4.x.1 are executed and the PFD(s) in UDR are updated. The UDR may decide to delay the distribution of PFDs to NEF for some time to optimize the signalling load. If the UDR received an Allowed Delay for a PFD, the UDR shall distribute this PFD within the indicated time interval.
2. The UDR sends Nudr_Unified DataManagement_Nofity (Application Identifier, PFDs, PFDs operation) to provision, update or remove one, multiple, or all PFDs associated with an application identifier. Alternatively, the UDR may provision or remove the list of all PFDs associated with all application identifiers using Nudr_Unified DataManagement_Nofity (Application Identifier, PFDs).
3. The NEF invokes Nnef_PFD_Management_Notify (Application Identifier, PFDs, PFDs operation) to the SMF.
4.x.3
PFD management in the UPF
This procedure is used by the SMF to provision or remove all PFD(s) belonging to an Application ID in the UPF. PFD sets belonging to different Application IDs can be managed with the same PFD management request message.
The PFD management procedure is a node level procedure, i.e. independent of any PDU session.
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Figure 4.x.3-1 PFD management in the UPF
1. The SMF is triggered to provision or remove the PFD set belonging to an Application ID in the following case:
· When the caching timer expires and there's no active PCC rule that refers to the corresponding application identifier, the SMF informs the UPF to remove the PFD(s) identified by the application identifier.

· When a PCC rule is provided for an Application ID corresponding to the PFD(s) that are not already provided to the UPF, the SMF shall provide the PFD(s) to the UPF (if there are no PFD(s) cached, the SMF retrieves them from the UDR). 
· When any update of the PFD(s) is received from UDR, and there are still active PCC rules in UPF for the Application ID.
2.
The SMF sends a PFD management request to the UPF to provision/remove the PFD(s) corresponding to the Application ID(s). 
3.
The UPF updates the PFD(s) according to the request and acknowledges by responding with a PFD management response message.
******************* Start of Next change ***********************

5.2.6
NEF Services
5.2.6.1
General
The following table shows the NEF Services and Service Operations:

Table 5.2.8.1-1: NF Services provided by the NEF
	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify


	AF

	
	unsubscribe
	
	AF

	
	notify
	
	AF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF


5.2.6.2
The procedure of " Application Triggering" Service
Service description: The AS requests the network to send an Application trigger to the UE.
Input: External Identifier or MSISDN, Requester Identifier, validity period, Application Port ID and Trigger Payload.

Output: the result of the delivery of the application trigger.

Service procedure:
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Figure 5.2.6.1-1: Application Trigger service

1.
The NEF (Network Exposure Function) receives an Application Trigger Request (External Identifier or MSISDN, requester Identifier, validity period, Application Port ID and trigger payload ) message. The Application Port ID is to identify the receiving application within the UE. The validity period indicates for how long the trigger message is valid. If the trigger message does not reach the UE first time, the trigger message may still be send again if it is still valid. The trigger payload contains the information destined for the application on the UE.


The NEF checks whether the Application is authorised to send the Application Trigger based on the requester Identifier. The NEF also check whether the requester has exceeded its quota or rate of trigger submission.

2.
The NEF invokes the "Get Subscriber Serving NF(External Identifier or MSISDN, NF type)" service provided by the UDM to determine the NF which serves the UE and also get the SUPI of the UE.

3.
The NEF sends the Application Trigger Request (SUPI, NAS Container) to the AMF. The NAS container includes the Application Port ID and trigger payload received in step 1.

4.
The AMF send the Application Trigger Request (NAS container) to the UE. If the UE is not connected, the AMF pages the UE. When the UE receives the NAS container, the Application Port ID identifies which application(s) is to be notified and the payload is sent to the application.


The corresponding response message is send back to the AMF to confirm the receiving the request message.

5.
The NEF receive the Application Trigger Response from the AMF.

Editor's note:
It is FFS whether the interaction between AMF and NEF at the step 3, 5 can be service based.

6.
The NEF sends the Application Trigger Response to the Application Server.
5.2.6.3
Nnef_EventExposure service
5.2.6.3.1
Service description

See clause 5.4.2.

5.2.6.3.2
Service operations

5.2.6.3.2.1
Nnef_EventExposure_subs operation

Service operation name: Nnef_EventExposure_subs
Description: the consumer subscribes to receive an event, or if the event is already defined in NEF, then the subscription is updated.

NF Consumers:AF.
Inputs (required): SUPI, Event Id(s). 

Inputs (optional): Reporting options (e.g. Maximum Number of Reports or Monitoring Duration for Monitoring Events).

Outputs (required): Operation execution result indication.
Outputs (optional): First corresponding event report is included, if available (e.g. One Time reporting).
5.2.6.3.2.2
Nnef_EventExposure_unsubs operation

Service operation name: Nnef_EventExposure_unsubs
Description: the consumer deletes an event if already defined in NEF.

NF Consumers: AF.
Inputs (required): SUPI, Event Id(s). 

Outputs (required): Operation execution result indication.

5.2.6.3.2.3
Nnef_EventExposure_notif operation

Service operation name: Nnef_EventExposure_notif
Description: NEF reports the event to the consumer that has previously subscribed.

NF Consumers: AF.
Inputs (required): not applicable. 

Inputs (optional): not applicable.

Outputs (required): Event Indication.
5.2.6.4
Nnef_PFDmanagement service
5.2.6.4.1
General

5.2.6.4.2
Nnef_PFDmanagement_Fetch service operation
Service operation name: Nnef_PFDManagement_Fetch
Description: Provides the PFDs for Application Identifier to the NF Consumer.

NF Consumers: SMF.
Inputs (required): Application Identifier(s). 

Inputs (optional): None.

Outputs (required): Application Identifier, PFDs.
5.2.6.4.3
Nnef_PFDmanagement_Subscribe service operation
Service operation name: Nnef_PFDManagement_Subscribe
Description: provided by the NEF for NF consumers to explicitly subscribe the notification of changes of PFDs for Application Identifier.

NF Consumers: SMF.
Inputs (required): Application Identifier(s). 

Inputs (optional): None.

Outputs (required):None.
5.2.6.4.4
Nnef_PFDmanagement_Notify service operation
Service operation name: Nnef_PFDManagement_Notify
Description: Provides Update PFDs for Application Identifier to the NF Consumer.

NF Consumers: SMF.
Inputs (required): Application Identifier(s), PFDs. 

Inputs (optional): None.

Outputs (required): None.
5.2.6.4.5
Nnef_PFDmanagement_Unsubscribe service operation
Service operation name: Nnef_PFDManagement_Unsubscribe
Description: Provides by the NEF for NF Consumer to explicitly unsubscribe the notification of events.

NF Consumers: SMF.
Inputs (required): Application Identifier(s). 

Inputs (optional): None.

Outputs (required): None
******************* Start of Next change ***********************
5.2.12
UDR Services
5.2.12.1
General

The following table illustrates the UDR Services.

Table 5.2.12.1-1: NF Services provided by UDR

	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Unified Data Management
	query
	Request/Response
	UDM FE, PCF, Provisioning FE, NEF

	
	create
	Request/Response
	Provisioning FE, NEF

	
	delete
	Request/Response
	Provisioning FE, NEF

	
	update
	Request/Response
	Provisioning FE, UDM, FE, PCF, NEF

	
	subscribe
	Subscribe/Notify
	UDM FE, PCF, NEF

	
	notify
	
	UDM FE, PCF, NEF

	NOTE 1:
Whether the data model used by UDR services is standardized or not leaves to stage 3 for decision.

NOTE 2:
As defined in TS 23.335 [11] clause 4.2.2, A Provisioning Front End is an Application Front End for the purpose of provisioning the UDR for subscription data and/or policy data.


Editor's note:
The possibility of differentiating services/service operations for structured data versus unstructured data is FFS.

******************* End of Changes *************************
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